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資料主體訪問申請指南：
步驟和規定
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數位權利工具包
內容

本指南改編自資訊專員辦公室 (ICO)，相關的完整內容可於其網站查閱。
該材料根據開放政府許可證提供。
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OPEN RIGHTS GROUP（公開權利組織）針對移民的權利提供實用
資訊和建議，幫助他們了解其數據和數位技術如何被用於移民
控制。

還將提供有關人權、法律及相關政策考量的資訊和指導，以及
如何應對數據權利受到的威脅。

工具包的這一部分旨在探討 GDPR 和移民在該法律下的權利，
並澄清資訊科技的不同定義。它還會解釋公共部門和組織可能
收集的個人資料的性質，以及如何索取這些資訊。

OPEN RIGHTS GROUP （公開權利組織）
ORG（公開權利組織）是英國最大的草根數位權利運動組織。

我們成立於 2005 年，致力於帶來系統性變革，以保護和促進網
路言論自由和隱私。我們開展活動、進行遊說、提起訴訟——不
惜一切代價建立和支持致力於數位時代自由的個人和組織運
動。我們擁有數千名支持者、活躍的本地團體，並與遍布英國乃
至歐洲的邊緣群體運作並服務於他們的數位權利和社會正義
組織建立了牢固的合作夥伴關係。

POSITIVE ACTION IN HOUSING  （住房積極行動）
該計畫由「住房積極行動」（PAIH）共同設計，PAIH是一個獨立
的、反對種族主義的無家可歸者和人權慈善機構，致力於支持
難民和移民背景的婦女、兒童和男性重建生活。

數位權利工具包
簡介
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對於移民英國的人表現出敵意有著
悠久的歷史，在過去十年的「敵對環
境」中，已經出台了一系列旨在阻止
人們移民到此的政策。其中許多政策
直接侵犯了移民的人權。

在 Positive Action in Housing，我們與來
自世界各地的人合作，支持他們在英
國重建生活。我們親眼目睹了「敵對
環境」對尋求安全的人們的人權造成
的影響，以及迫使那些越過邊境的人
們陷入貧困的惡性循環。

現在，科技無所不在。對於那些越過
邊境的人來說，要有效地獲取住房和
移民建議、申請工作及獲得他們的權
益，他們必須使用科技。遺憾的是，由
於嚴重的數碼隔閡和經濟困難，許多
人無法獲得必要的服務。我們 97% 的
服務對象生活在貧困之中，其中很大
一部分人同時面臨多重貧困、文化水
平低和英語非母語的挑戰。

我們最近開展了一個 Digital Inclusion 
項目，努力緩解這一問題，為移民到
英國的人提供一個空間，聚集數位訪
問方面的技能和資源。Digital Inclusion 
項目旨在將受數位排斥的受惠者與
網路連接起來，並幫助他們發展必要
的技能，以便從網路連線中受益。

前言
POSITIVE ACTION IN HOUSING（住房積極行動）

「我相信，數位包容對於蘇格蘭
的庇護尋求者和難民來說非常
重要，因為它為他們打開獲取
資訊、服務和機會的大門，而這
些資訊、服務和機會對於他們
的福祉至關重要。獲得適當的
裝置和網路連接改變了庇護尋
求者的生活，使他們能夠進行
交流、獲取重要資源、接受教育
並與支援網絡建立聯繫。這不
僅僅關乎於科技，也關乎於提
升能力和獲得權利，以及在新
家重塑歸屬感和目標感。」

摘自前 Digital Inclusion 專員的採訪
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前言
POSITIVE ACTION IN HOUSING（住房積極行動）

2023 年 8 月，作為 Digital Inclusion 計畫
的一部分，我們發起了一項調查，以更
好地了解與我們合作的社區如何理解
他們的數位權利，以及他們對維護這
些權利的信心如何。我們發現，85% 的
受訪者需要學習如何保護自己的資
料安全。83%的人表示，作為尋求庇護
者、難民或移民，他們認為自己的資料
並不完全安全。在具體談到尋求庇護
者的經歷時，一位人員解釋說，如果他
們逃離戰爭或曾經是政治家，他們可
能會「因其政治傾向而面臨危險」。另
一位受訪者指出，他們對資料保護深
感恐懼，覺得自己的「位置可能會被洩
露」。另一位人員告訴我們，這對他們
的心理健康造成了影響，他們說，他們
不想讓「個人壓力出現在社群媒體上，
因為這會讓我想起過去」。

最後，我們發現 68% 的人不知道《數據
保護和數位資訊法案》，還有 20% 的人
聽說過但不知道它是什麼。我們與開
放權利小組（Open Rights Group）共同製
定了一項計劃，以建立本《數位權利指
南》，旨在幫助移民到英國的人們更好
地了解自己的權利，尤其是在《數據保
護和數位資訊法案》頒布之後。

「我很擔心，因為我無法控制誰
能存取我的數據，他們會如何使
用這些數據，以及在我不知情和
未提出意見的情況下，會對我的
個人資料做出什麼決定。」
Digital Inclusion 項目參與者提供的意見
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英國的《一般資料保護規範》(GDPR) 和《2018 年資料保護法》是
英國對歐盟一般資料保護規範 (GDPR) 的實施。這些規範旨在監
管組織、企業或政府使用您的個人資料的方式。

您的資料權利
GDPR 對您意味著什麼？

費用
除非在特殊情況下，機構不能對資料存
取的申請進行收費。

獲取您的資料
您可以向公司或政府機構索取他們所
持有的您的個人資料副本（稱為資料
主體訪問申請或 SAR）。他們必須向您
發送其持有的所有關於您的個人資
料，並且這些個人資料的提供必須基
於合理的理由、適當的搜尋。除非有特
定的豁免，或您的申請是「毫無根據」
或「過分」的，否則他們必須向您發送
這些資料。

您的資料如何被使用？
公司和機構在合法取得和共享您的資
料時必須滿足六項標準中的一項。

自動化決策
公司或機構不能使用特殊類別的資料（
即與您的健康、宗教、政治或哲學信念、
工會會員資格、性取向、種族和用於識
別的生物特徵相關的數據）來做出可能
對您的生活產生法律或其他重大影響
的自動化決策。

將資料傳送至國外
公司或機構不得將您的資料傳送給其
他國家，除非目的地國家已獲取了內
政部的授權；除非是為了採取合理且
適當的行動，並已實施了額外的保障
措施來保護您的資料，才可以將您的
資料發送給國外的組織。

提出投訴
您可以向 ICO 投訴您因某個機構經歷
的遭遇，ICO則必須對此進行調查。您
也可以直接向相關機構提出投訴。相
關機構必須為您提供便利的投訴途
徑，例如，提供表格或其他清晰的途徑
說明來引導您提出投訴。

影響評估
各機構必須進行資料隱私權影響評估
（DPIA），以確保他們已考慮到所收集資
料的隱私權和安全風險。

回應時限
受理申請的公司或機構必須盡快給予
答覆。其答覆時間不得超過一個月，然
而，根據特殊情況，如果公司或機構告
知您，難以回覆您的申請的話，則必須
在三個月內向您給予答復。
如果公司或機構需要您提供某些資訊
（例如身分證件）來處理您的要求，則時
限會在他們收到這些資訊後開始計算。

數位權利工具包
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指南
資料主體訪問申請

什麼是訪問權？
您有權利詢問某個組織是否在使用或
儲存了您的個人資訊。您也可以透過口
頭或書面申請，讓他們提供您個人資訊
的副本。

這就是訪問權。這也被稱為提出資料主
體訪問申請，或 SAR。

	■ 個人可以口頭或書面（包括透過社
群媒體）提出 SAR。

	■ 第三方也可以代表他人提出 SAR。

	■ SAR 幫助個人了解組織如何
以及為何使用他們的數據，
並檢查其使用是否合法。

	■ 如果您明確表示正在申
請自己的個人數據，則
在社交媒體上提出
的申請是有效的。
您不需要使用特
定的措辭、參考法
律或將申請指向特
定的聯絡人。
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為什麼要提出資料主體訪
問申請？
您可以提出資料主體訪問申請，以
了解：

	■ 該組織持有哪些您的個人資料，

	■ 他們如何使用它，

	■ 他們與誰在共享，以及 

	■ 他們從哪裡獲取了您的數據。

什麼是個人資料？ 
	■ 個人數據是指與被識別或可識別
個體相關的資訊。

	■ 識別一個個體的資料可以簡單如
名字或編號，

	■ 或者包括其他識別資訊，如 IP 地
址、Cookie 標識或其他因素。

有任何費用嗎？
	■ 大部分的情況您不需要付費。

	■ 但是，如果您要求獲得更多的數
據副本，可能會向您收取「合理費
用」，用於支付申請所需承擔的行
政成本。

例如：
您最近搬到了英國，並獲得了居留
權。內政部與您聯繫，提供您的生物
辨識居留證（BRP）。您等了三個多月，
但沒有收到卡片。

當您聯繫內政部時，他們確認已將卡
片送到您登記的地址。

您堅持自己沒有收到，而內政部否認
有任何不當行為。

您提交了 SAR 以澄清情況並了解 BRP 
的處理情況。

結果，您收到了關於您和您的 BRP 的
所有資訊，發現內政部將您的生物辨
識卡送到了錯誤的地址，他們後來才
發現，但沒有通知您。

指南
資料主體訪問申請

7
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回應資料主體訪問申請的時限

受理申請的組織必須盡快做出答覆。答
覆時間不得超過一個月，自收到申請之
日起計算。如果組織需要您提供某些資
訊（如身分證件）來處理您的要求，則時
限會在他們收到這些資訊後開始計算。

如果您的申請比較複雜，或者您提出了
多項申請，答覆時間最長為三個月，從
收到申請之日算起。

[示例使用藍色字體] 例如：
某組織於 9 月 3 日收到申請。時限從當
天開始計算。這要求組織在 10 月 3 日
之前滿足申請。但是，如果結束日期適
逢週六、週日或銀行假日，則月份在下
一個工作日結束。

如果因為下個月的天數較少而不存在
相應的日期，則應為該月的最後一天。

例如：
某組織於 3 月 31 日收到申請。時限從
當天開始計算。由於 4 月沒有相應的
日期，組織必須在 4 月 30 日之前滿足
要求。

但是，如果 4 月 30 日適逢週末或國定
假日，則月份在下一個工作日結束。

指南
資料主體訪問申請



準備和提交您的資料主體訪問申請

ICO提供了一個工具，可以透過以
下連結提交資料主體訪問申請：
ico.org.uk/for-the-public/make-a-
subject-access-request/

步驟一
	■ 確定該申請的接收人，即您要提出
申請的機構的名稱。
	■ 找到該機構的電子郵件地址。提
示：您通常可以在組織的隱私權聲
明中找到相應的電子郵件地址。
	■ 想一想，您打算存取哪些個人資
料。

步驟二
	■ 您可以直接向相關機構提出申請。
	■ 明確說明您打算存取的資料，如果
您能夠確定所需的具體資料的話，
相關機構可能會更快地給予回應。

步驟三
	■ 保留您的申請副本以及任一郵資
或遞送證明。

數位權利工具包 9

指南
資料主體訪問申請

https://ico.org.uk/for-the-public/make-a-subject-access-request/
https://ico.org.uk/for-the-public/make-a-subject-access-request/
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申請應包含： 
	■ 明確指出您的申請（例如使
用「資料主體訪問申請」作為
您電子郵件的主題或信件的
標題）；
	■ 申請日期；
	■ 您的姓名（如果有，包括任何
別名）
	■ 組織用來識別您或將您與其他
個體區分開的任何其他資料（
例如客戶賬號或員工號碼）；
	■ 您最新的聯繫方式；
	■ 根據您的需要，全面列出您希
望存取的個人資料；
	■ 任何細節、相關日期或搜尋標
準，以幫助組織確定您所希望
的；以及
	■ 您希望如何接收訊息（例如，
透過電子郵件或列印出來）。

不要包含：
	■ 其他訊息，例如關於更廣泛的客
戶服務投訴的詳情；
	■ 要求獲得組織持有的關於您的所
有資料，除非您希望這樣（如果一
個組織持有大量關於您的資料，
他們可能需要更長的時間來回
應，或使您更難在他們的回應中
找到您需要的特定資料）；
	■ 使用威脅性或冒犯性語言。

指南
資料主體訪問申請
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信函範本 –資料主體訪問申請信函/電子郵件範本

致：___________________

主題欄：資料主體訪問申請

日期：[如果打算寄送紙質信函，請記得寫當天的日期]

尊敬的 [如果您知道接收人的名字，或相關機構或服務的名稱，則請寫在這裡],

我想要一份貴方持有的關於我的以下個人資料的副本，根據《2018年資料保護
法》，我有權查看這些資料：

[列出您想要索取的所有資料。這些資訊可以非常具體，例如 A 發送給 B 的所有電
子郵件；也可以比較籠統，例如您從 2018 年 7 月到 2019 年 7 月持有的關於我的
所有資料。]

如果您需要我提供更多資訊，請盡快告訴我。我希望您透過 _________________ 
[例如，電話號碼，電子郵件地址或郵寄地址]與我聯繫。

我希望您能以印刷/電子格式寄給我資料副本[您可以指定以列印或電子形式接
收資料]。

我想提醒您，資料保護法要求您在一個月內對我的申請做出回應。

請確認您已收到並閱讀此申請。

謝謝！

[請在這裡寫下您的姓名]

指南
資料主體訪問申請
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TEMPLATE – SUBJECT ACCESS REQUEST

To: ___________

Subject line: Subject Access Request

Date: [if you’re writing a letter on paper, remember to include today’s date]

Dear [put their name if you know it, or the name of the service],

I would like a copy of the following personal data that you hold about me, and which I have 
a right to view under the Data Protection Act 2018:

[Include a list of all the information you want. This might be very specific e.g. all emails 
from person A to person B, or it could be more general e.g. all information you held about 
me from July 2018 to July 2019.]

If you need any further information from me, please let me know as soon as possible.  
I would like you to contact me by __________ [e.g. phone, email or post].

I would prefer that you send me a copy of my data in a printed/electronic format [you can 
specify whether you want to receive your information printed or in electronic format].

I would like to remind you that data protection law requires you to respond to my request 
within one month.

Please can you confirm that you have received and read this request?

Thank you,

[Write your name here]

A GUIDE TO MAKING 
SUBJECT ACCESS REQUESTS
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指南
資料主體訪問申請

獲取刑事司法系統持有
的您的個人數據
訪問權允許您獲取組織持有的關
於您的個人資料，包括警察機關和
更廣泛的刑事司法系統。
例如，您可能想要申請：
	■ 您在接受詢問期間，所作出的
發言
	■ 透過閉路電視/其他可記錄裝
置捕捉到的您的影像
	■ 拘留記錄；以及
	■ 警方與其他組織（如為您提供
支持的組織）之間的通信。

訪問權在什麼情況下不
適用？
根據訪問權，法官為法律訴訟所
準備的手寫筆記可免於披露。
您不能要求取得構成司法判決一
部分的個人資料，或由法院或其
他司法機構建立或代表法院或其
他司法機構建立的與調查或訴訟
程序有關的文件中的個人資料。
這是因為您也可以透過其他途徑
取得此類資訊一《刑事訴訟規則》
一該規則規範了正在審理的案件
資料的披露。
法律也允許警方在某些情況下保
留資訊。例如，如果出於「預防、偵
查、調查或起訴刑事犯罪」或「執
行刑事處罰」的需要，警方可以限
制您獲取資訊的權利。
此外，警方還可能需要編輯他們
發送給您的訊息，以刪除有關其
他人的資料。

數位權利工具包 13
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如何申請刑事司法系統持有的您的個人數據

在大多數情況下，您應該向當地的警
察機關提出申請，因為當地的警察機
關會將記錄保存在當地的系統中。但
是，如果您希望獲取國家警察系統（
如全國警察計算機（PNC））中的資料，
則需要聯繫 ACRO。
如果您不再住在英國，請聯絡您最後
居住地的警察局。
如果您因是證人或受害人，或因交通
事故而與警察有過接觸，這些資料可
能不會對其他警察機關開放。在這些
情況下，您應該聯繫您當時接觸的警
察機關。

雖然不是必須使用，但警方的申請表
格會幫助您了解需要提供哪些細節，
以便他們能夠找到所申請的資料。申
請表格還概述了他們需要看到的身
份證明。例如，他們可能會詢問您何
時與警方接觸以及原因，以及您是否
在英國的其他地區居住過。您可以口
頭或書面提出申請。如果您口頭提出
申請，我們建議您用書面形式跟進，
以提供清晰的通信記錄。這也能作為
您行動的證據。

指南
資料主體訪問申請

https://www.acro.police.uk/s/
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信函範本 – 獲取刑事司法系統持有的您的個人數據

[您完整的地址]

[您的電話號碼]

[日期]

[組織名稱和地址]

尊敬的先生/女士

資料主體訪問申請

[您的全名、地址和其他有助於識別您身份的詳細資料以及您所希望的數據。]

根據數據保護法，我有權獲得與我有關的數據，請提供：[說明您所需數據的具體
細節，例如：

	■「職員 A 與職員 B（於 2017 年 6 月 1 日至 2017 年 9 月 1 日之間）就我的事件
所進行的電子郵件溝通

	■ 2017 年 5 月 23 日上午 11 點至下午 5 點位於（「地點 E」）的閉路電視影像

	■ 2017 年 4 月 9 日提供給警方的陳述副本

	■ 2017 年 10 月 9 日至 10 日的拘留紀錄]

如果您需要我提供更多數據或支付費用，請盡快通知我。數據保護法要求您在一
個月內對索取資料的請求做出答复，了解這一點可能會對您有所幫助。

如果通常不是由您處理這些請求，請將此信轉交給您的資料保護專員或相關工
作人員。如果您需要處理此請求的相關建議，資訊專員辦公室可以為您提供協
助。其網站為 ico.org.uk，或撥打 0303 123 1113 與之聯絡。

此致，

[簽名]

指南
資料主體訪問申請
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何時重新提交資料主體訪問申請

您可以多次向某個組織申請存取權
限。但是，如果您的請求如法律所說的
那樣，是「毫無根據或過分的」，則可能
會被拒絕訪問。

如果您想重新提交請求，您應該考慮
以下因素：
	■ 自從您上次請求以來，您的數
據是否發生了變化；
	■ 考慮到已經過去了一段時
間，那麼，要求更新您的資料
使用情況是否合理；
	■ 近期，相關組織是否更改了活
動或流程。

指南
資料主體訪問申請
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您有權更正您的數據

您可以質疑某個組織所持有的關於您個人數據的準確性，並要求更正或刪除這
些數據。這就是所謂的「更正權」。如果您的數據不完整，您可以要求該機構透過
添加更多細節來完善數據。

組織還能在什麼時候說「不」？

如果組織認為更正請求是法律所稱
的「毫無根據或過分的」，則可以拒絕
滿足該請求。在做出這項決定時，組
織可以考慮該請求是否是重複性的。

在這種情況下，組織可以：

	■ 要求支付處理申請的合理費用；

	■ 拒絕處理請求。

無論哪種情況，組織都必須向您告知
並說明其決定的理由。

記錄了錯誤的數據怎麼處理？

如果數據指的是已經修正過的錯誤，
那麼決定數據是否不準確可能會很
複雜。組織可能會認為，錯誤發生這
一事實本身就是值得被準確記錄的，
因此應該將錯誤與正確的數據一併
記錄下來。

例如：
醫生發現病人患有某種疾病，並將其
記錄在病歷中。後來發現是誤診。

醫療記錄很可能既包括最初的診斷，
也包括最終的診斷結果，因為這樣才
能準確記錄病人的醫療過程。

只要醫療記錄中包含最新的診斷結
果，並在記錄中明確說明，就很難將
其視為記錄不準確且應該予以更正。

指南
更正您的數據

數位權利工具包 17
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指南
更正您的數據 

如何更正您的數據

要行使您的權利，您應告知該組織您
質疑您資料的準確性並希望對其進
行更正。

您應該：

	■ 明確指出您認為不準確或不完整
的地方

	■ 解釋該組織應如何糾正；

	■ 如果有的話，提供不準確的證據。

請求可以是口頭的或書面的。 如果您
透過郵寄方式提交書面 SAR，我們建
議您盡可能使用「掛號信」的方式，以
便保留提交 SAR 日期的證據。

我們建議您以書面形式跟進任何口
頭請求，因為這將允許您解釋您的投
訴、提供證據並說明您想要的解決方
案。書面形式也能為您的行動提供清
晰的證據，例如，您要求更正/共享資
料的時間。

如果您決定質疑該機構的初步回應，
書面形式則可以證明該機構未遵守
指定的時限。
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指南
更正您的數據 

組織應該怎麼做？

當要求某個組織更正資料時，組織應
採取合理的步驟調查資料是否準確，
並應能夠證明自己已經這樣做了。為
此，組織應考慮您的觀點和您所提供
的所有證據。

然後，該組織應與您聯繫，並且：

	■ 確認已更正、刪除或新增數
據；或者

	■ 通知您不會更正該數據，並
解釋為什麼其認為該數據是
準確的。

如果組織拒絕更正數據，組織應該記
錄您已質疑該數據的準確性及其原
因，這是一種良好的做法。

如果組織已向其他方披露數據，則必
須與其聯繫，並告訴他們數據已被更
正或補全，除非這是不可能的或需要
付出不相稱的努力。當被問及時，組織
必須告知您哪些接收者收到了數據。
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指南
提出投訴

如何向組織提出資料保護投訴

如果您認為某個組織沒有負責任地以
良好方式處理個人資料，您有權利向
該組織投訴。

如果您對該組織處理您的請求的方式
不滿意，您應該先向該組織提出申訴。
投訴後，如果您仍然不滿意，可以向 
ICO 投訴。

您也可以透過法院行使您的權利。如
果您決定這樣做，我們強烈建議您先
尋求獨立的法律建議。

我何時可以向某個組織投訴？

如果某個組織處理您或他人的資訊的
方式出現以下問題，您可以向該組織
投訴：

	■ 未對您索取個人資料的請求做出
適當回應；

	■ 沒有確保資訊安全；

	■ 持有關於您的不正確資訊；

	■ 披露了您的資訊；

	■ 將您的資料保存超過必要的時間；

	■ 出於某種原因收集了資料，但又將
其用於其他目的；

	■ 未維護您的資料保護權利。

數位權利工具包 20
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指南
提出投訴

直接向相關組織投訴

在向 ICO 投訴之前，您應該
給您不滿意的組織一個解
決問題的機會。

許多資料保護投訴都可以
透過相關組織快速、輕鬆地
解決。

您可以使用此範本透過電子郵件或書面
形式聯繫組織。

在開頭說明您關注的全部細節。如果組
織有所回應，但似乎誤解了您或沒有給
出完整的回應，您應該讓他們知道。

在您的信件或電子郵件中包含所有相關
詳細資料，如賬號或患者编号，以幫助組
織識別您的身份。

發送所有關鍵文件的副本，以證明您的
投訴。不要發送原件，因為您以後可能會
用到。不要附上「以防萬一」的額外文件。

查看組織的網站或致電，以確保您使用
正確的地址。
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指南
提出投訴

範本 – 提出投訴

[您完整的地址]
[您的電話號碼]
[日期]
[機構的名稱及地址]
[編號（如果在初次回覆裡提供）]

尊敬的[先生或女士/聯繫人姓名]

數據保護投訴
[您的全名和地址，以及其他有助於識別您身份的詳細資料，如帳號］
我擔心貴組織/機構沒有妥善處理個人資訊。
[詳細說明您的投訴，簡單明了地解釋所發生的事情，並酌情說明對您的影響]。
我知道，在向資訊專員辦公室（ICO）遞交我的投訴之前，我應該給貴組織/機構處
理投訴的機會。
如果，在收到您的回覆後，我仍想向 ICO 遞交我的投訴，我會給他們這個投訴的一
份副本供其考慮。
貴組織/機構可以在 ICO 的網站（www.ico.org.uk）上找到有關資訊權立法規定的義
務的指導以及有關其監管權力和可採取的行動的信息。
請在 30 天內做出全面答覆。如果貴組織/機構無法在此時間內回覆，請告訴我貴
組織/機構何時可以給予回覆。
如果您有任何問題需要討論，請撥打以下電話[電話號碼]與我聯絡。
此致，

[簽名]
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